
MINUTES 
BUDGET AND PERSONNEL 

REGULAR MEETING 
TUESDAY, FEBRUARY 14TH, 2023 

5:30 P.M. 
 

THE BUDGET AND PERSONNEL COMMITTEE MET IN REGULAR SESSION IN THE COUNCIL 
CHAMBER AT 12 NORTH ROWE STREET, PRYOR, OKLAHOMA AT THE ABOVE DATE AND TIME. 
 

Committee Members: **Choya Shropshire, Lori Siever, Evett Barham, Randy Chitwood (alt.) 
 

1. CALL MEETING TO ORDER. 
The meeting was called to order at 5:41 p.m. by Choya Shropshire.  Members present:  Choya 
Shropshire, Lori Siever and Evett Barham.  Members absent:  none. 
 

Others present:  Mayor Lees, Dennis Nichols, Dustin VanHorn, Kevin Tramel, Kemmie 
Shropshire and Terry Aylward. 
 

2. PETITIONS FROM THE AUDIENCE. 
There were no petitions. 
 

3. DISCUSS, POSSIBLY APPROVE THE MINUTES OF THE JANUARY 10TH, 2023, REGULAR 
MEETING. 
Motion was made by Siever, second by Barham to approve the minutes of the January 10th, 
2023, regular meeting.  Voting yes:  Shropshire, Barham, Siever.  Voting no:  none. 

 
4. MAYOR’S REPORT. 

a.  Tax Reports. 
Mayor reported on Sales, Use and Tobacco Tax numbers.  He stated that all taxes 
annualized total $11,557,000.00.  It remains flat, but it is still good for this economy. 
 

b.  Review of Financial Status. 
 Mayor reported on the Combined Cash Investment Report.  He pointed out that the 

insurance figures are incorrect on page 5.  He pointed out that that there are costs that will 
need to be adjusted from Street, Recreation and Golf funds and put back into the General 
Fund. 

 
c. General Fund Budget Review. 

 Mayor reported that we are 59% through the fiscal year, and very few departments have 
spent 59% of their budget yet. 

 
5. DISCUSS, POSSIBLY RECOMMEND COUNCIL ACTION REGARDING HOTEL / MOTEL TAX 

ALLOCATION BOARD GRANT APPLICATION FROM PRYOR AREA CHAMBER OF 
COMMERCE IN THE AMOUNT OF $5,000.00 FOR THE OKLAHOMA TACKLE, HUNTING & 
BOAT SHOW 2023, FEBRUARY 10TH – 13TH, 2023 FROM HOTEL / MOTEL CHAMBER 
ACCOUNT #75-755-5090. 
Motion was made by Siever, second by Barham to recommend Council action regarding Hotel 
/ Motel Tax Allocation Board Grant Application from Pryor Area Chamber of Commerce in 
the amount of $5,000.00 for the Oklahoma Tackle, Hunting & Boat Show 2023, February 10th 
– 13th, 2023 from Hotel / Motel Chamber Account #75-755-5090.  Voting yes:  Siever and 
Shropshire.  Abstaining, counting as a no vote:  Barham.  Voting no:  none. 
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6. DISCUSS, POSSIBLY RECOMMEND COUNCIL ACTION REGARDING THE HOTEL / MOTEL 
TAX ALLOCATION BOARD FINAL EXPENSE REPORT FROM LAKE AREA SOFTBALL IN 
THE AMOUNT OF $7,499.15 FOR THE 2021-2022 GRANT FROM HOTEL / MOTEL 
ACCOUNT #75-755-5096. 
Motion was made by Siever, second by Barham to recommend Council action regarding the 
Hotel / Motel Tax Allocation Board Final Expense Report from Lake Area Softball in the 
amount of $7,499.15 for the 2021-2022 grant from Hotel / Motel Account #75-755-5096.  
Voting yes:  Siever, Shropshire, Barham.  Voting no:  none. 
 

7. DISCUSS, POSSIBLY RECOMMEND COUNCIL ACTION REGARDING THE HOTEL / MOTEL 
TAX ALLOCATION BOARD FINAL EXPENSE REPORT FROM PRYOR MAIN STREET IN THE 
AMOUNT OF $6,771.00 FOR THE LIGHTS-ON DOWNTOWN COMMUNITY TREE FROM 
HOTEL / MOTEL MAIN STREET ACCOUNT #75-755-5110. 
Motion was made by Barham, second by Siever to recommend Council action regarding the 
Hotel / Motel Tax Allocation Board Final Expense Report from Pryor Main Street in the 
amount of $6,771.00 for the Lights-On Downtown Community Tree from Hotel / Motel Main 
Street Account #75-755-5110.  Voting yes:  Shropshire, Barham, Siever.  Voting no:  none. 

 
8. UNFORESEEABLE BUSINESS. (Any matter not reasonably foreseen prior to posting agenda.) 

DISCUSS, POSSIBLY RECOMMEND COUNCIL ACTION REGARDING THE PURCHASE OF 
TWO DUMP TRUCKS AT STATE CONTRACT PRICING FOR THE STREET DEPARTMENT IN 
THE AMOUNT OF $271,960.40, FROM STREET CAPITAL OUTLAY ACCOUNT #14-145-
5411. 
Motion was made by Siever, second by Barham to recommend Council action regarding the 
purchase of two dump trucks at State contract pricing for the Street Department in the 
amount of $271,960.40, from Street Capital Outlay Account #14-145-5411. 
 

Mayor explained that Buddy Glenn was notified today that the trucks will be coming in March.  
Glenn was told some months earlier that the trucks likely would not come until our new fiscal 
year.  In order to secure receipt and payment of these trucks, we must act now. 
 

Voting yes:  Barham, Siever, Shropshire.  Voting no:  none. 
 

9. ADJOURN. 
Motion was made by Siever, second by Barham to adjourn at 5:59 p.m.  Voting yes:  Siever, 
Shropshire, Barham.  Voting no:  none. 
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Plan Name: City of Pryor Creek Money Purchase 
Proposal for Administrative Services from Retirement LLC  

Plan Assumptions:

·        5500 tax filing and Requisite Discrimination Testing

·        Participant Count = 73

·        Plan Assets = 2,295,545$ 

Part A - Plan Document/Conversion

Volume Submitter Plan Document Waived 

Conversion/Installation Fee - $500 Waived

Total Plan Document / Conversion -$                  

Includes: (a) Adoption Agreement, (b) Corporate Resolutions, (c) All Current Amendments,

(d) Plan & Trust Document, (e) Summary Plan Description

Part B - Administration

Base Fee - Annual Administration 1,400$          

Per Participant Fee 73 @ $40 2,920$          

Audit Preparation -$              

Estimated Base Administration Fees 4,320$              

Part C - Non-Routine, Optional, or One Time Services

Non-safe harbor plan design $200 per year

Loan setup - origination, amort sched & note $225 charged to participant

Participant Distribution $60 charged to participant

Cross-Testing allocations $500

Part D - Revenue Sharing
Estimated Installation Allowance -$                  

Estimated Allocated Estimated

RLLC Fees Revenue Sharing Installation RLLC

Gross Fees Credit Allowance Net Fees

Estimated  1st Year Administration Fee 4,320$           (1,148)$                   -$                              3,172$             

Estimated  2nd Year Administration Fee 4,320$           (1,210)$                   -$                              3,110$             

Estimated  3rd Year Administration Fee 4,320$           (1,273)$                   -$                              3,047$             

Estimated  4th Year Administration Fee 4,320$           (1,335)$                   -$                              2,985$             

Estimated  5th Year Administration Fee 4,320$           (1,398)$                   -$                              2,922$             

January 19, 2023

Fee Summary
Estimated Administration Fees Amortized Over Five years

Fee Schedule Rates above are subject to Change after 90 days of this proposal7



Plan Name: City of Pryor Creek 403(b) Top Hat 
Proposal for Administrative Services from Retirement LLC  

Plan Assumptions:

·        5500 tax filing and Requisite Discrimination Testing

·        Participant Count = 25

·        Plan Assets = 689,038$    

Part A - Plan Document/Conversion

Volume Submitter Plan Document waived 

Conversion/Installation Fee - $500 Waived

Total Plan Document / Conversion -$                  

Includes: (a) Adoption Agreement, (b) Corporate Resolutions, (c) All Current Amendments,

(d) Plan & Trust Document, (e) Summary Plan Description

Part B - Administration

Base Fee - Annual Administration 1,400$          

Per Participant Fee 25 @ $40 1,000$          

Audit Preparation -$              

Estimated Base Administration Fees 2,400$              

Part C - Non-Routine, Optional, or One Time Services

Non-safe harbor plan design $200 per year

Loan setup - origination, amort sched & note $225 charged to participant

Participant Distribution $60 charged to participant

Cross-Testing allocations $500

Part D - Revenue Sharing
Estimated Installation Allowance -$                  

Estimated Allocated Estimated

RLLC Fees Revenue Sharing Installation RLLC

Gross Fees Credit Allowance Net Fees

Estimated  1st Year Administration Fee 2,400$           (345)$                      -$                              2,055$             

Estimated  2nd Year Administration Fee 2,400$           (375)$                      -$                              2,025$             

Estimated  3rd Year Administration Fee 2,400$           (405)$                      -$                              1,995$             

Estimated  4th Year Administration Fee 2,400$           (435)$                      -$                              1,965$             

Estimated  5th Year Administration Fee 2,400$           (465)$                      -$                              1,935$             

January 19, 2023

Fee Summary
Estimated Administration Fees Amortized Over Five years

Fee Schedule Rates above are subject to Change after 90 days of this proposal8



3/3/23, 10:54 AM City of Pryor Creek Mail - Fwd: City of Pryor Creek TPA Fees

https://mail.google.com/mail/u/0/?ik=e762858a7b&view=pt&search=all&permthid=thread-f%3A1759364370190729024&simpl=msg-f%3A1759364370… 1/2

Coats, Darla <coatsd@pryorcreek.org>

Fwd: City of Pryor Creek TPA Fees
1 message

Malone, Lisa <malonel@pryorcreek.org> Fri, Mar 3, 2023 at 10:23 AM
To: Darla Coats <coatsd@pryorcreek.org>

Thank You,
Lisa Malone
Deputy Clerk
City of Pryor Creek
(918)825-0888
fax (918)825-6577

---------- Forwarded message ---------
From: Staci Hitchcock <ahitchcock@retirementllc.com>
Date: Thu, Jan 19, 2023 at 2:18 PM
Subject: City of Pryor Creek TPA Fees
To: Malone, Lisa <malonel@pryorcreek.org>, Cyrus, Wes <cyrus.wes@principal.com>

Good Afternoon Lisa,

 

Thank you so much for sharing the Beasley & Co Fee Summary.  Below I will share a comparison and attach RLLC
proposals.

 

City of Pryor Creek MP        City of Pryor Creek 403(b) Top Hat

Beasley Qtr                       $754                                                 $754

Beasley Annual               $3,016                                             $3,016                               Total both plans $6,032

 

RLLC Qtr                            $793                                                 $514                   

RLLC Annual                     $4,320                                             $2,400

TPA Revenue Est             $1,148 Annual                               $345 Annual

RLLC Total Annual           $3,172                                             $2,055                              Total both plans $5,227              

 

The TPA revenue that is received from Principal Financial Group (.05 bps) is based upon assets in the plan and is used to
offset RLLC fees which is illustrated.

 

Please let me know if you have any additional questions.
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3/3/23, 10:54 AM City of Pryor Creek Mail - Fwd: City of Pryor Creek TPA Fees

https://mail.google.com/mail/u/0/?ik=e762858a7b&view=pt&search=all&permthid=thread-f%3A1759364370190729024&simpl=msg-f%3A1759364370… 2/2

Have a great day ~ Staci

                                                         

STACI L HITCHCOCK
VICE PRESIDENT SALES/MARKETING

Retirement, LLC
13838 Quail Pointe Drive, Suite B | Oklahoma City, OK 73134

Direct: 405.896.8971|Cell: 918.344.1042|Fax: 405.848.9862

RLLC values your feedback.  How did we do today? Please click here to let us know.

 

 

 

This e-mail and any accompanying attachments are confidential. The information is intended solely for the use of the individual to
whom it is addressed. Any review, disclosure, copying, distribution, or use of this e-mail communication by others is strictly
prohibited. If you are not the intended recipient, please notify us immediately by returning this message to the sender and delete all
copies. Thank you for your cooperation. DISCLOSURE UNDER UNITED STATES TREASURY RULES - Any tax advice contained
in this communication (including any attachments) is not intended or written to be used, and cannot be used, for the purpose of: (1)
avoiding penalties under the Internal Revenue Code or applicable state or local tax; or (2) promoting, marketing or recommending
to another party any transaction or matter addressed herein.

NOTICE: This communication is not encrypted and may contain privileged or other confidential information. If you are not the
intended recipient or believe that you may have received this communication in error, please reply to the sender indicating that fact
and delete the copy you received.  In addition, you should not print, copy, retransmit, disseminate, or otherwise use the information.
Internet communications cannot be guaranteed to be secure or error-free as information could be intercepted, corrupted, lost,
destroyed, arrive late or incomplete.  Therefore, we do not warrant, represent or guarantee in any way that this communication is
free of errors, omissions or other potentially damaging defects and expressly disclaim all liability that may arise from its receipt,
opening or use

 

2 attachments

City of Pryor Creek 403(b) Top Hat - RLLC Proposal.pdf
83K

City of Pryor Creek Money Purchase - RLLC Proposal.pdf
83K

10

http://www.retirementllc.com/
https://www.google.com/maps/search/13838+Quail+Pointe+Drive,+Suite+B+%7C+Oklahoma+City,+OK+73134?entry=gmail&source=g
https://www.surveymonkey.com/s/RLLCReporting
https://www.cefex.org/asppa/Index.shtml
http://www.asppa.org/About
https://mail.google.com/mail/u/0/?ui=2&ik=e762858a7b&view=att&th=186a8492bbb27f40&attid=0.1&disp=attd&realattid=186a848da543c3bca583&safe=1&zw
https://mail.google.com/mail/u/0/?ui=2&ik=e762858a7b&view=att&th=186a8492bbb27f40&attid=0.2&disp=attd&realattid=186a848da54d82d85f14&safe=1&zw


TimeClock Plus OnDemand 
License Agreement 

THIS TIMECLOCK PLUS ONDEMAND LICENSE AGREEMENT (the “Agreement”) is entered into 
as of __March 31, 2023_______________ (“Effective Date”), by and between TimeClock Plus, 
LLC, a Delaware limited liability company with its principal office located at 1 Time Clock Drive, 
San Angelo, TX 76904 (“TCP”), and City of Pryor Creek_______________________, with its 
principal office located at 12 North Rowe St. Pryor Creek, OK 
74361_________________________________________ (“Client”). 

WHEREAS TCP and Client (the “Parties”) desire to enter into this Agreement for the provision of 
hosted services by TCP to Client, as provided herein. 

NOW, THEREFORE, in reliance on the mutual covenants and promises, representations and 
agreements set forth herein, the Parties agree as follows: 

1. Definitions. 

1.1 “Active Employee” means an Employee that has not been marked as either 
terminated or suspended within TCP Services for whom Client is required to pay a fee under this 
Agreement. 

1.2 “Affiliate” means any parent or subsidiary corporation, and any corporation or other 
business entity controlling, controlled by or under common control with a Party. 

1.3 “Biometric Data” means any information based on an individual’s retina or iris scan, 
fingerprint, voiceprint, or scan of hand or face geometry, which is used to identify an individual, 
regardless of how it is captured, converted, stored or shared. 

1.4 “Client Data” means all of Client’s data processed or stored by or transmitted to 
TCP in connection with the TCP Services, including, without limitation, all Personal Data contained 
therein. 

1.5  “Designated User” means an individual Employee who is authorized by Client to 
use the TCP Services on behalf of the Client, and whose Personal Data may be processed or 
stored by or transmitted to TCP in connection with the TCP Services. 

1.6 “Employee” means Client’s individual employee, worker, consultant, substitute or 
contractor. 

1.7 “Privacy Policy” means TCP’s Global Data Privacy Policy located at 
https://www.timeclockplus.com/privacy, as updated from time to time. 

1.8 “Hardware Support and Maintenance Agreement” means any agreement that 
extends services to current TimeClock Plus terminals, clocks, and biometric devices, and 
maintenance releases for related products purchased or licensed by the Client from TCP or a 
registered reseller. 

1.9 “Initial Term” has the meaning set forth in Section 10. 

1.10 “Monthly Employee Fee” means TCP’s then current fees applicable for each of 
Client’s Employees based on the aggregated Permissions to access and use the TCP Services 
measured over the course of each calendar month, as outlined on an invoice or Order Form.  This 
fee may be prorated during the first month of the Initial Term and prorated for the last month of the 
Initial Term. 
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1.11 “Order Form” means a written document, including, but not limited to, a TCP issued 
invoice, a TCP issued order form, or a Client issued purchase order, which has been mutually 
agreed upon and executed by the Parties for ordering products and/or services, and which 
expressly incorporates the terms of this Agreement. 

1.12 “Permissions” means the permission(s) granted to Client’s Employees to access 
features within TCP Services, as outlined on an invoice or Order Form.  Permissions are applied 
within the TCP Services by Client’s Designated Users. 

1.13 “Personal Data” means any information that identifies, relates to, describes, is 
reasonably capable of being associated with, or could reasonably be linked, directly or indirectly, 
with a particular Employee or Designated User. 

1.14 “Subprocessor” means any third-party entity that processes Personal Data on 
behalf of TCP and to which TCP discloses Personal Data for a business purpose pursuant to a 
written contract, provided that the contract prohibits such entity from retaining, using, or disclosing 
the Personal Data for any purpose other than for the specific purpose of performing the services 
identified in such contract. 

1.15 “Supported Hardware” means any hardware purchased or leased from TCP that is 
coverable under a Hardware Support and Maintenance Agreement. 

1.16 “TCP Services” means the hosted TimeClock Plus software application hosted by 
TCP in accordance with TCP’s then-current hosting environment, any associated documentation, 
and any ancillary services described in this Agreement or an Order Form. 

1.17 “TCP Technology” means the computer hardware, software and other tangible 
equipment and intangible computer code contained therein used by TCP in the provision of the 
TCP Services. 

1.18 “Term” has the meaning set forth in Section 10. 

1.19 “Use Fees” means the fees set forth on the applicable invoice or Order Form, 
including, but not limited to, Monthly Employee Fees and Hardware Support and Maintenance 
Agreement Fees. 

2. Delivery of Services. 

2.1 TCP Services.  Subject to the terms and conditions of this Agreement and the 
Privacy Policy, TCP grants to Client, its Affiliates and their Designated Users a limited, non-
transferable (except in compliance with Section 22), nonexclusive right and subscription license to 
access and use the TCP Services during the Term only for the internal business purposes of 
processing, storing and maintaining Client Data.  TCP shall provide to Client the TCP Services 
during the Term in accordance with the terms and conditions of this Agreement, the Privacy Policy, 
and any additional terms outlined in an Order Form or Hardware Support and Maintenance 
Agreement, as applicable. 

2.2 Client Responsibilities.  Client’s use of the TCP Services is subject to the terms of 
this Agreement, the Privacy Policy and any additional terms outlined in an Order Form or Hardware 
Support and Maintenance Agreement, as applicable. 

2.2.1 Access.  Client is responsible for maintaining the confidentiality of Client’s 
account and password and for restricting access to its computer systems, and Client agrees to 
accept responsibility for all activities that occur under Client’s account or password, including but 
not limited to any acts or omissions by Designated Users.  Client shall inform each Designated 
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User of the terms and conditions governing such Designated User’s use of the TCP Services as 
set forth herein and shall cause each Designated User to comply with such terms and conditions.   

2.2.2 Restrictions on Use.  Client acknowledges and agrees that Client will not use 
the TCP Services for the benefit of any third party.  Client agrees not to, not to attempt to, nor allow 
any third party to: (i) use the TCP Services in any manner that could damage, disable, overburden, 
or impair TCP’s servers or networks or interfere with any other party’s use and enjoyment of the 
TCP Services; (ii) attempt to gain unauthorized access to any services, user accounts, computer 
systems, or networks through hacking, password mining, or any other means; (iii) copy, distribute, 
rent, lease, lend, sublicense or transfer the TCP Services, make the TCP Services available to any 
third party or use the TCP Services on a service bureau or time sharing basis, (iv) decompile, 
reverse engineer, or disassemble the TCP Services or otherwise attempt to reconstruct or discover 
any source code, underlying ideas, algorithms, file formats or programming interfaces of the TCP 
Services, (v) create derivative works based on the TCP Services; (vi) modify, remove, or obscure 
any copyright, trademark, patent or other notices or legends that appear on the TCP Services or 
during the use and operation thereof; (vii) publicly disseminate performance information or analysis 
(including benchmarks) relating to the TCP Services; or (viii) use the TCP Services in a manner 
which violates or infringes any laws, rules, regulations, third party intellectual property rights, or 
third party privacy rights.  Client may not use any automated means, including agents, robots, 
scripts, or spiders, to access or manage the TCP Services, except solely to the extent as may be 
specifically enabled and authorized by TCP in writing.  TCP may take any legal and technical 
measures to prevent the violation of this provision and to enforce this Agreement. 

2.3 Third Party Services.   

2.3.1 Client may require the TCP Services to interoperate with platforms or other 
online services operated by third parties (“Third-Party Platforms”) pursuant to an agreement 
between TCP and the operators of such Third-Party Platforms, an agreement between Client and 
the operators of such Third-Party Platforms, or through application programming interfaces (“APIs”) 
or other means of interoperability which are generally made available by such operators.   

2.3.2 As applicable, Client hereby grants TCP the limited right to access such Third-
Party Platforms with Client’s credentials and on behalf of the Client in connection with the 
performance of the TCP Services.  Client acknowledges and agrees that TCP’s agreements with 
the operators of such Third-Party Platforms and the terms governing the use of APIs may be 
modified, suspended or terminated at any time, and TCP shall have no liability with respect to any 
such modification, suspension or termination.  Client is responsible for ensuring that its use of the 
TCP Services in connection with any Third-Party Platform, and TCP’s access to such Third-Party 
Platforms on Client’s behalf, complies with all agreements and terms applicable to such Third-Party 
Platform. 

2.4 Client Data. 

2.4.1 General.  Client hereby grants TCP a worldwide, royalty-free, non-exclusive, 
limited license to use, host, copy, transmit, display, modify and create derivative works of Client 
Data for the express purpose of providing the TCP Services.  Client acknowledges and agrees that 
it will determine the means and purposes of processing Client Data and that TCP acts solely as a 
service provider that processes Client Data on behalf of and at the direction of Client for the sole 
purpose of performing the TCP Services under this Agreement.  Client is responsible for ensuring 
that all Designated Users who provide instructions to TCP on Client’s behalf are authorized.  Client 
shall have sole responsibility for the accuracy, quality, content, legality, nd use of Client Data and 
the means by which any Personal Data is obtained from Designated Users and Employees and 
transferred to TCP, and Client is solely responsible for any transfer of Personal Data to any third-
party data controller or data processor (e.g., human resources or payroll application), and TCP 
shall have no liability in connection therewith.  Client agrees to implement data protection-related 
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procedures that will not be less protective than those imposed on TCP by this Agreement and the 
Privacy Policy. 

2.4.2 Restrictions on TCP’s Processing of Client Data.  TCP is expressly prohibited 
from processing any Client Data for any purpose other than for the specific purpose of performing 
the TCP Services unless requested by Client or required by applicable law.  TCP is prohibited from 
selling Personal Data under any circumstances and for any purpose.  No other collection, use, 
disclosure, or transfer (except to Subprocessors in accordance with Section 2.4.3) of Client Data 
is permitted without Client's express prior written instruction. CP acknowledges and agrees that it 
understands and will comply with each of the restrictions and obligations set forth in this Section 
2.4.2.  

2.4.3 Subprocessors.  TCP has appointed Subprocessors for the purpose of 
providing data hosting and security services.  Client acknowledges and agrees that Subprocessors 
may process Client Data in accordance with the terms of this Agreement, the Privacy Policy and 
any Order Form.  TCP’s agreements with its Subprocessors impose data protection-related 
processing terms on such Subprocessors that are no less protective than the terms imposed on 
TCP in this Agreement and the Privacy Policy.  The Privacy Policy contains an overview of the 
categories of Subprocessors involved in the performance of the relevant TCP Services.  The 
appointment of a Subprocessor to perform part or all the TCP Services hereunder shall not relieve 
TCP of any liability under this Agreement. 

3. Data Security. 

3.1 Security Standards.   

3.1.1 TCP shall implement reasonable security procedures consistent with industry 
standards to protect Client Data from unauthorized access, including without limitation (i) industry-
standard encryption of data at rest within TCP’s data centers; (ii) web application firewalls; (iii) virus 
detection and anti-virus software; (iv) authentication techniques, such as user names and 
passwords, or authorization formats, which limit access to particular TCP personnel; and (v) 
additional security controls consistent with SOC 2 Type II reporting standards.   

3.1.2 The Parties shall implement administrative, technical and physical security 
procedures consistent with industry standards and applicable data protection laws to protect Client 
Data from unauthorized access, including by adopting access policies that prevent the internal 
sharing or inadvertent communication of login credentials.   

3.1.3 Client is responsible for reviewing the information made available by TCP 
relating to data security and making an independent determination as to whether the TCP Services 
meet Client’s requirements and obligations under applicable data protection laws. Client 
acknowledges that data security measures taken by TCP are subject to technical progress and 
development and TCP may update or modify such security measures from time to time, provided 
that such updates and modifications do not result in the degradation of the overall security of the 
TCP Services. 

3.2 Security Breach Notifications.  TCP will promptly report to Client any unauthorized 
access to Client Data within TCP’s or its Subprocessors’ systems upon discovery and in 
accordance with applicable data breach notification laws.  TCP will use diligent efforts to promptly 
remedy any breach of security that permitted such unauthorized access.  TCP’s notification of or 
response to any security incident under this Section 3.2 shall not be construed as an 
acknowledgment by TCP of any fault or liability with respect to such security incident. 
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3.3 Data Backup and Retention.  TCP shall undertake commercially reasonable efforts 
to backup Client Data with a restore point objective of twenty-four (24) hours.  Client Data shall be 
backed up and retained in accordance with TCP’s retention policy as set forth in the Privacy Policy. 

4. Data Privacy.  TCP will process Employee Personal Data in accordance with the terms of 
this Agreement, the Privacy Policy and all applicable data protection laws.  Client must maintain its 
own data collection, disclosure, retention, and storage policies in compliance with applicable law. 

4.1 Biometric Data.  To the extent that Client collects, captures, stores, or otherwise 
uses Biometric Data relating to an individual, Client must (i) first inform the individual from whom 
Biometric Data will be collected, in writing and prior to collecting his or her Biometric Data, that 
Biometric Data is being collected, stored, and/or used;  (ii) indicate, in writing, the specific 
purpose(s) (which may not be other than employment-related purposes) and length of time for 
which Biometric Data is being collected, stored, and/or used; and (iii) receive a written release from 
the individual (or his or her legally authorized representative) authorizing the Client, TCP, TCP’s 
third-party service providers (who are subject to restrictions no less restrictive than those imposed 
on TCP herein) to collect, store, and/or use the Biometric Data and authorizing the Client to disclose 
such Biometric Data to TCP and TCP’s third-party service providers  

4.2 Requests.  Client agrees to adopt a commercially reasonable policy for managing 
data requests from Designated Users and Employees, which policy shall safeguard the rights of 
such data subjects and respect the original purpose of such data collection.  Client, as the Party 
which determines the means and purposes for processing Client Data, shall be responsible for 
receiving, investigating, documenting, and responding to all Designated User and Employee 
requests for inspection or erasure of Personal Data. 

4.3 Assistance.  If Client receives a request from a Designated User or Employee to 
exercise such individual’s rights under applicable data protection laws, and Client requires TCP’s 
assistance to respond to such request in accordance with applicable data protection laws, TCP 
shall assist the Client by providing any necessary information and documentation that is under 
TCP’s control.  TCP shall be given reasonable time to assist the Client with such requests in 
accordance with applicable law. 

4.4 Client’s Privacy Policy.  Where required by law, Client agrees to adopt a privacy 
policy in alignment with this Agreement and all applicable laws governing the collection, use, 
transfer and retention of Personal Data. Client agrees to provide TCP, upon reasonable request, 
Client’s adopted privacy policy. 

5. Confidential Information. 

5.1 Each Party (the “Receiving Party”) acknowledges that it will have access to certain 
confidential information of the other Party (the “Disclosing Party”) concerning the Disclosing Party’s 
business, plans, customers, software, technology and products, other information held in 
confidence by the Disclosing Party, and Personal Data.  In addition, a Disclosing Party’s 
confidential information will include (i) all information in tangible or intangible form that is marked 
or designated as confidential or that, under the circumstances of its disclosure, should be 
considered confidential, and (ii) the TCP Technology and related algorithms, logic, design, 
specifications, and coding methodology, and to the extent permitted by law, the terms and 
conditions of this Agreement, but not its existence (all of the foregoing being referred to as 
“Confidential Information”). 

5.2 The Receiving Party agrees that it will not use in any way, for its own account or 
the account of any third party, except as expressly permitted by, or required to achieve the purposes 
of, this Agreement, nor disclose to any third party (except as required by law or to that party’s 
attorneys, accountants and other advisors as reasonably necessary), any of the Disclosing Party’s 
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Confidential Information, and will take reasonable precautions to protect the confidentiality of such 
Confidential Information in at least the same manner as is necessary to protect its own Confidential 
Information and in accordance with applicable data protection laws.  To the extent that the 
Receiving Party is permitted to retransmit any Confidential Information it receives from the 
Disclosing Party, the mode of retransmission must be at least as secure as the mode by which the 
Disclosing Party transmitted the Confidential Information to the Receiving Party.  

5.3 Information will not be deemed Confidential Information hereunder if such 
information: (i) is known to the Receiving Party prior to receipt from the Disclosing Party, whether 
directly or indirectly, from a source other than one having an obligation of confidentiality to the 
Disclosing Party; (ii) becomes known (independently of disclosure by the Disclosing Party) to the 
Receiving Party, whether directly or indirectly, from a source other than one having an obligation 
of confidentiality to the Disclosing Party; (iii) becomes publicly known or otherwise ceases to be 
secret or confidential, except through a breach of this Agreement by the Receiving Party; or (iv) is 
independently developed by the Receiving Party without use of or reference to the Confidential 
Information. 

6. Cooperation With Authorities.  If either Party is requested to disclose all or any part of 
any Confidential Information under a subpoena or inquiry issued by a court of competent jurisdiction 
or by a judicial or administrative agency or legislative body or committee, the Receiving Party shall 
(i) immediately notify the Disclosing Party of the existence, terms and circumstances surrounding 
such request; (ii) consult with the Disclosing Party on the advisability of taking legally available 
steps to resist or narrow such request and cooperate with the Disclosing Party on any such steps 
it considers advisable; and (iii) if disclosure of the Confidential Information is required or deemed 
advisable, exercise its best efforts to obtain an order, stipulation or other reasonably acceptable 
assurance that the Confidential Information or part thereof required to be disclosed shall retain its 
confidentiality and remain otherwise subject to this Agreement.  Although TCP will not 
systematically monitor the Client Data, TCP reserves the right, upon prior written notice to Client, 
to remove access to Client Data to comply with applicable law, provided, however, that access to 
such Client Data will be restored upon a mutual determination of the Parties that such Client Data 
is in compliance with, or has been modified to be in compliance with, applicable law. 

7. Supplemental Services; Master Agreement. 

7.1 TCP may provide to Client supplemental services in accordance with a Statement 
of Work or a separate services agreement. 

7.2 Client may elect to purchase additional products and services via Order Forms 
from time to time.  The Parties agree that this Agreement is a master agreement such that additional 
transactions, excluding leased hardware, will be governed by the terms and conditions hereof.  
Pricing for additional transactions shall be in accordance with TCP’s then-current pricing schedule.  
Client agrees that absent TCP’s express written acceptance thereof indicated by execution by an 
officer of TCP, the terms and conditions contained in any purchase order or other document issued 
by Client to TCP for the purchase of additional services, shall not be binding on TCP to the extent 
that such terms and conditions are additional to or inconsistent with those contained in this 
Agreement. 

7.3 Hardware purchased from TCP and incorporated into TCP Services requires the 
purchase of a Hardware Support and Maintenance Agreement, which shall be renewed for the term 
of this Agreement.   

8. Use Fees. 

8.1 In consideration for the performance of the TCP Services, Client shall pay TCP the 
Use Fees.  During the Term, Client will be billed annually in advance an amount equal to charges 
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as indicated in the applicable invoice or Order Form.  All other charges for TCP Services received 
and expenses incurred during a month will be billed at the end of the month in which the TCP 
Services were provided.  Payment by Client for all Use Fees is due upon receipt of each TCP 
invoice, and in no event shall such payment be received by TCP later than ninety (90)thirty (30) 
days after the invoice, except in cases where a Net Terms Agreement has been authorized by TCP.  
All payments will be made to TCP at its offices in San Angelo, Texas, in U.S. dollars. 

8.2 TCP Services charges will be equal to the number of total Active Employees 
multiplied by the Monthly Employee Fee which is based on the aggregated Permissions for each 
Active Employee.  Client is responsible for Monthly Employee Fees for the maximum number of 
active employees during any calendar month.  Client may add additional Employees or Permissions 
as desired each month by paying the Monthly Employee Fees on the next billing cycle.  Client 
agrees to promptly update the status in the TCP Services for any Active Employee who has been 
terminated or suspended. 

8.3 Employees added at any time during a calendar month will be charged in full for 
that billing period.  Because Client is billed in advance for TCP Services, if Client increases its 
Active Employee count or increases Permissions during a calendar month, Client will receive an 
invoice reflecting the increased Active Employee count with overage charges incurred from the 
previous month and prorated over the number of months remaining in the Term. 

8.4 Hardware Support and Maintenance charges will be equal to the percentage set 
forth in the applicable Hardware Support and Maintenance Agreement multiplied by the total 
purchase price of the Supported Hardware. 

8.5 Except as set forth in Section 8.6 of this Agreement, after the first anniversary of 
this Agreement, TCP may increase the Use Fees at any time effective thirty (30) days after 
providing notice to Client; provided, however, that any such increase will not occur more than once 
in a consecutive twelve (12) month period. 

8.6 Client may prepay greater than one (1) year with TCP Services and, in doing so, 
suspend any increase in Use Fees until expiration of the Initial Term.  After the Initial Term, TCP 
may increase the Use Fees by no more than 10% at any time effective thirty (30) days after 
providing notice to Client; provided, however, that any such increase will not occur more than once 
in a consecutive twelve (12) month period. 

9. Taxes.  As applicable, Client shall, in addition to the other amounts payable under this 
Agreement, pay all sales, use, value added or other taxes, whether federal, state or local, however 
named, arising out of the transactions contemplated by this Agreement, except that Client shall not 
be liable for taxes based on TCP’s aggregate income. 

10. Term; Guaranteed Payment.  This Agreement commences on the Effective Date and, 
unless terminated earlier in accordance with Section 11, will remain in effect for the term specified 
in the applicable Order Form (“Initial Term”) and then shall automatically renew for subsequent 
terms consistent with the Initial Term thereafter, unless either Party gives written notice of non-
renewal at least thirty (30) days prior to the end of the then current term (the Initial Term and 
subsequent renewal terms being referred to as the “Term”).  

11. Termination for Cause.  A Party may terminate this Agreement for cause if (i) the other 
Party breaches any material term or condition of this Agreement and fails to cure such breach 
within thirty (30) days after receipt of written notice of the same, or in the case of failure to pay Use 
Fees, thirty (30) days; (ii) the other Party becomes the subject of a voluntary petition in bankruptcy 
or any voluntary proceeding relating to insolvency, receivership, liquidation or composition for the 
benefit of creditors; or (iii) the other Party becomes the subject of an involuntary petition in 
bankruptcy or any involuntary proceeding relating to insolvency, receivership, liquidation or 
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composition for the benefit of creditors, and such petition or proceeding is not dismissed within sixty 
(60) days of filing.  Notwithstanding the foregoing, if a material breach by Client, by its nature, 
cannot be cured, TCP may terminate this Agreement immediately. 

12. Effect of Termination.  Without prejudice to any right or remedy of a Party with respect to 
the other Party’s breach hereunder, upon the effective date of any termination of this Agreement: 

12.1 TCP’s obligation to provide the TCP Services shall immediately terminate; 

12.2 after such termination and upon Client’s reasonable request, no later than thirty 
(30) days from termination, TCP shall provide Client Data to Client in a SQL database file format; 
and 

12.3 within thirty (30) days of such termination, each Party will destroy or return all 
additional Confidential Information of the other Party in its possession and will not make or retain 
any copies of such Confidential Information except as required to comply with any applicable legal 
or accounting record keeping requirement. 

13. Intellectual Property Ownership.  Subject to the limited rights expressly granted 
hereunder, TCP reserves all right, title, and interests in and to the TCP Services and TCP 
Technology, including all intellectual property rights embodied therein, which shall remain the sole 
and exclusive property of TCP or its licensors.  No rights are granted to Client hereunder other than 
as expressly set forth herein.  This Agreement does not transfer from TCP to Client any ownership 
interest in the TCP Services or TCP Technology and does not transfer from Client to TCP any 
ownership interest in Client Data. 

14. Client Representations and Warranties. 

14.1 Client represents and warrants that (i) it has the legal right to enter into this 
Agreement and perform its obligations hereunder, and (ii) the performance of Client’s obligations 
and use of the TCP Services by Client, its Designated Users and Employees will not violate any 
applicable laws, including all applicable domestic and international data protection laws, or cause 
a breach of duty to any third party, including Employees. 

14.2 Client represents and warrants that all Personal Data included in the Client Data 
has been collected from all Employees and Designated Users and will be transferred to TCP in 
accordance with all applicable data protection laws, including, but not limited to, the EU General 
Data Protection Regulation 2016/679 and the Illinois Biometric Information Privacy Act, to the 
extent applicable.  Client acknowledges and agrees that (i) TCP is a service provider and processes 
Client Data solely on behalf of and at the direction of Client, and exercises no control whatsoever 
over the content of the Client Data passing through the TCP Services or that is otherwise 
transferred by Client to TCP, and (ii) it is the sole responsibility of Client to ensure that the Client 
Data passing through the TCP Services or that is otherwise transferred by Client to TCP complies 
with all applicable laws and regulations, whether now in existence or hereafter enacted and in force. 

14.3 Client represents and warrants that its Affiliates’ use of the TCP Services, if any, 
shall not relieve Client of any liability under this Agreement, and Client shall be responsible and 
liable for the acts and omissions of its Affiliates hereunder as if performed or omitted by Client. 

14.4 In the event of any breach of any of the foregoing representations or warranties in 
this Section 14, in addition to any other remedies available at law or in equity, TCP will have the 
right to suspend immediately any TCP Services if deemed reasonably necessary by TCP to prevent 
any harm to TCP and its business.  TCP will provide notice to Client and an opportunity to cure, if 
practicable, depending on the nature of the breach.  Once cured, TCP will promptly restore the 
TCP Services. 
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15. TCP Representations and Warranties.  TCP represents and warrants that (i) it has the 
legal right to enter into this Agreement and perform its obligations hereunder, and (ii) the 
performance of its obligations and delivery of the TCP Services to Client will not violate any 
applicable laws or regulations of the United States or cause a breach of any agreements between 
TCP and any third parties. 

16. Mutual Representations and Warranties.  Each Party represents and warrants that it has 
implemented a comprehensive written information security program that includes appropriate 
administrative, technical and physical safeguards to: (i) ensure the safety and confidentiality of 
Personal Data; (ii) protect against unauthorized access to and use of Personal Data; (iii) protect 
against anticipated threats or hazards to the security or integrity of Personal Data, and (iv) comply 
with applicable data protection laws. 

17. Limited Warranty.  TCP represents and warrants that the TCP Services and related 
products, as described with this Agreement, will perform in accordance with all CP published 
documentation, contract documents, contractor marketing literature, and any other 
communications attached to or referenced in this Agreement and that the TCP Services will be free 
of errors and defects that materially affect the performance of the TCP Services (“Limited 
Warranty”).  Client’s sole and exclusive remedy for breach of the Limited Warranty shall be the 
prompt correction of non-conforming TCP Services at TCP’s expense. 

18. Warranty Disclaimer.  EXCEPT FOR THE EXPRESS LIMITED WARRANTY SET 
FORTH IN SECTION 17 (LIMITED WARRANTY), THE TCP SERVICES ARE PROVIDED BY TCP 
ON AN “AS IS” BASIS, AND CLIENT’S USE OF THE TCP SERVICES IS AT CLIENT’S OWN 
RISK.  TCP AND ITS SUPPLIERS DO NOT MAKE, AND HEREBY DISCLAIM, ANY AND ALL 
OTHER EXPRESS AND/OR IMPLIED WARRANTIES, INCLUDING WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE, AGAINST HIDDEN DEFECTS, 
AND ANY WARRANTIES ARISING FROM A COURSE OF DEALING, USAGE OR TRADE 
PRACTICE.  TCP DOES NOT WARRANT THAT THE TCP SERVICES WILL BE 
UNINTERRUPTED OR ERROR-FREE.  NOTHING STATED OR IMPLIED BY TCP WHETHER 
THROUGH THE TCP SERVICES OR OTHERWISE SHOULD BE CONSIDERED LEGAL 
COUNSEL.  TCP HAS NO RESPONSIBILITY TO NOTIFY CLIENT OF ANY CHANGES IN THE 
LAW THAT MAY AFFECT USE OF THE TCP SERVICES.  ANY ORAL STATEMENT OR 
IMPLICATION BY ANY PERSON CONTRADICTING THE FOREGOING IS UNAUTHORIZED 
AND SHALL NOT BE BINDING ON TCP.  CLIENT ACKNOWLEDGES THAT IN ENTERING INTO 
THIS AGREEMENT, CLIENT HAS RELIED UPON CLIENT’S OWN EXPERIENCE, SKILL AND 
JUDGMENT TO EVALUATE THE TCP SERVICES AND THAT CLIENT HAS SATISFIED ITSELF 
AS TO THE SUITABILITY OF SUCH SERVICES TO MEET CLIENT’S BUSINESS AND LEGAL 
REQUIREMENTS. 

19. Indemnification. 

19.1 Client hereby acknowledges and agrees that TCP may not be aware of all rights 
available to Client’s Designated Users or Employees under all data protection regimes.  Client, to 
the extent permitted by law, shall indemnify, defend and hold harmless TCP, its Affiliates, 
Subprocessors, officers, managers, directors, employees, agents, advisors and other 
representatives (the “TCP Indemnitees”) from and against any lawsuit, liability, loss, cost or 
expense (including reasonable attorneys’ fees) actually incurred or suffered by TCP Indemnitees 
of every kind and nature to the extent caused by or resulting from (i) any breach of a representation 
or warranty made by Client under this Agreement; or (ii) a third-party claim made against a TCP 
Indemnitee arising from or related to Client’s failure to comply with any applicable domestic or 
foreign data protection laws or regulations.  Client shall have the right to control any defense 
provided pursuant to this Section 19.1, provided, however, that Client shall not, without TCP’s prior 
written consent, (A) enter into any settlement or compromise or consent to the entry of any 
judgment that does not include the delivery by the claimant or plaintiff to the applicable TCP 
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Indemnitee of a written release from all liability in respect of such third party claim, or (B) enter into 
any settlement or compromise with respect to any third party claim that may adversely affect the 
applicable TCP Indemnitee other than as a result of money damages or other monetary payments 
that are indemnified hereunder. 

19.2 TCP will indemnify, defend and hold harmless Client and its Affiliates (the “Client 
Indemnitees”) from and against any lawsuit, liability, loss, cost or expense actually incurred or 
suffered by a Client Indemnitee of every kind and nature to the extent caused by or resulting from 
a third-party claim made against a Client Indemnitee that the TCP Technology infringes on any 
U.S. intellectual property right of a third party; provided, however, that TCP is notified in writing of 
such claim promptly after such claim is made upon Client.  TCP shall have the right to control any 
defense provided pursuant to this Section 19.2.  In no event shall Client settle any such claim 
without TCP’s prior written approval.  If such a claim is made or if the TCP Technology, in TCP’s 
opinion, is likely to become subject to such a claim, TCP may, at its option and expense, either (i) 
procure the right to continue using the TCP Technology or portion thereof, or (ii) replace or modify 
the TCP Technology or portion thereof so that it becomes non-infringing.  If TCP determines that 
neither alternative is reasonably practicable, TCP may terminate this Agreement with respect to 
the portion of the TCP Technology infringing or alleged to infringe.  TCP shall have no liability or 
obligation under this Section 19.2 if the claim arises from (i) any alteration or modification to the 
TCP Technology other than by TCP, (ii) any combination of the TCP Technology with other 
programs or data not furnished by TCP, or (iii) any use of the TCP Technology prohibited by this 
Agreement or otherwise outside the scope of use for which the TCP Technology is intended. 

20. Liability Limitation.  Except for claims arising out of Section 19.2 (TCP’s Intellectual 
Property Indemnity) and Section 5 (Confidential Information), in no event shall TCP’s aggregate 
liability, if any, including liability arising out of contract, negligence, strict liability in tort or warranty, 
or otherwise, exceed the sum of amounts paid by Client to TCP during the twelve (12) months 
immediately prior to the date of the claim. 

21. Notices.  Any notice or communication required or permitted to be given hereunder may 
be delivered by hand, deposited with an overnight courier, sent by email (provided delivery is 
confirmed), or U.S. Mail (registered or certified only), return receipt requested, to the address set 
forth on the initial page hereof. 

22. Assignment.  This Agreement shall not be assigned by either Party without the prior 
written consent of the other Party, which shall not be unreasonably withheld; provided, however, 
that either Party may, without the prior consent of the other, assign all of its rights under this 
Agreement to (i) such Party’s parent company or a subsidiary of such Party, (ii) a purchaser of all 
or substantially all of such Party’s assets related to this Agreement, or (iii) a third party participating 
in a merger, acquisition, sale of assets or other corporate reorganization in which such Party is 
participating.  This Agreement shall bind and inure to the benefit of the Parties and their respective 
successors and permitted assigns. 

23. Continuing Obligations.  Those clauses the survival of which is necessary for the 
interpretation or enforcement of this Agreement shall continue in full force and effect in accordance 
with their terms notwithstanding the expiration or termination hereof, such clauses to include the 
following: (i) any and all warranty disclaimers, limitations on or limitations of liability and indemnities 
granted by either Party herein; (ii) any terms relating to the ownership or protection of intellectual 
property rights or Confidential Information of either Party, or any remedy for breach thereof; and 
(iii) the payment of taxes, duties, or any money to either Party hereunder. 

24. Marketing.  During the Term hereof, Client agrees that TCP may publicly refer to Client, 
orally and in writing, as a customer of TCP.  Any other reference to Client by TCP requires the 
written consent of Client. 
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25. Force Majeure.  Except for the obligation to make payments, neither Party will be liable 
for any failure or delay in its performance under this Agreement due to any cause beyond its 
reasonable control, including acts of war, terrorism, acts of God, epidemic, earthquake, flood, 
embargo, riot, sabotage, labor shortage or dispute, governmental act or complete or partial failure 
of the Internet (not resulting from the actions or inactions of TCP), provided that the delayed Party: 
(i) gives the other Party prompt notice of such cause, and (ii) uses its reasonable commercial efforts 
to promptly correct such failure or delay in performance. 

26. Dispute Resolution.  For any dispute, controversy or claims arising out of or relating to 
this Agreement or the breach, termination, interpretation or invalidity thereof or any Invoice, or 
Order Form, the Parties shall endeavor for a period of two (2) weeks to resolve the Dispute by 
negotiation.  This period may be extended by mutual agreement of the Parties.  In the event the 
Dispute is not successfully resolved, the Parties agree to submit the Dispute to litigation in a court 
of competent jurisdiction. 

27. Waiver of Jury Trial.  EACH PARTY IRREVOCABLY AND UNCONDITIONALLY 
WAIVES, TO THE FULLEST EXTENT PERMITTED BY APPLICABLE LAW, ANY RIGHT IT MAY 
HAVE TO A TRIAL BY JURY IN ANY LEGAL ACTION, PROCEEDING, CAUSE OF ACTION, OR 
COUNTERCLAIM ARISING OUT OF OR RELATING TO THIS AGREEMENT, INCLUDING ANY 
EXHIBITS, SCHEDULES, AND APPENDICES ATTACHED TO THIS AGREEMENT, OR THE 
TRANSACTIONS CONTEMPLATED HEREBY.  EACH PARTY CERTIFIES AND 
ACKNOWLEDGES THAT (A) NO REPRESENTATIVE OF THE OTHER PARTY HAS 
REPRESENTED, EXPRESSLY OR OTHERWISE, THAT THE OTHER PARTY WOULD NOT 
SEEK TO ENFORCE THE FOREGOING WAIVER IN THE EVENT OF A LEGAL ACTION, (B) IT 
HAS CONSIDERED THE IMPLICATIONS OF THIS WAIVER, (C) IT MAKES THIS WAIVER 
KNOWINGLY AND VOLUNTARILY, AND (D) IT HAS BEEN INDUCED TO ENTER INTO THIS 
AGREEMENT BY, AMONG OTHER THINGS, THE MUTUAL WAIVERS AND CERTIFICATIONS 
IN THIS SECTION 27. 

28. Class Action Waiver.  THE PARTIES WAIVE ANY RIGHT TO ASSERT ANY CLAIMS 
AGAINST THE OTHER PARTY AS A REPRESENTATIVE OR MEMBER IN ANY CLASS OR 
REPRESENTATIVE ACTION, EXCEPT WHERE SUCH WAIVER IS PROHIBITED BY LAW OR 
DEEMED BY A COURT OF LAW TO BE AGAINST PUBLIC POLICY.  TO THE EXTENT EITHER 
PARTY IS PERMITTED BY LAW OR COURT OF LAW TO PROCEED WITH A CLASS OR 
REPRESENTATIVE ACTION AGAINST THE OTHER, THE PARTIES AGREE THAT: (I) THE 
PREVAILING PARTY SHALL NOT BE ENTITLED TO RECOVER ATTORNEYS’ FEES OR 
COSTS ASSOCIATED WITH PURSUING THE CLASS OR REPRESENTATIVE ACTION (NOT 
WITHSTANDING ANY OTHER PROVISION IN THIS AGREEMENT); AND (II) THE PARTY WHO 
INITIATES OR PARTICIPATES AS A MEMBER OF THE CLASS WILL NOT SUBMIT A CLAIM 
OR OTHERWISE PARTICIPATE IN ANY RECOVERY SECURED THROUGH THE CLASS OR 
REPRESENTATIVE ACTION. 

29. Applicable Law; Jurisdiction; Limitations Period.  This Agreement shall be construed 
under the laws of the State of Texas, without regard to its principles of conflicts of law.  To the 
extent permitted by law, no action, regardless of form, arising out of this Agreement may be brought 
by either Party more than one (1) year after the cause of action has arisen. 

30. Counterparts; Facsimile Signatures.  This Agreement may be executed in multiple 
counterparts, each of which, when executed and delivered, shall be deemed an original, but all of 
which shall constitute one and the same instrument.  Any signature page of any such counterpart, 
or any email transmission thereof, may be attached or appended to any other counterpart to 
complete a fully executed counterpart of this Agreement, and any email transmission of any 
signature of a Party shall be deemed an original and shall bind such Party. 
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31. Miscellaneous.  This Agreement constitutes the entire understanding of the Parties with 
respect to the subject matter of this Agreement and merges all prior communications, 
understandings, and agreements.  This Agreement may be modified only by a written agreement 
signed by the Parties.  In the case of any conflict between this Agreement and the Privacy Policy, 
the Privacy Policy shall control.  The failure of either Party to enforce any of the provisions hereof 
at any time shall not be a waiver of such provision, any other provision, or of the right of such Party 
thereafter to enforce any provision hereof.  If any provision of this Agreement is declared invalid or 
unenforceable, such provision shall be deemed modified to the extent necessary and possible to 
render it valid and enforceable.  In any event, the unenforceability or invalidity of any provision shall 
not affect any other provision of this Agreement, and this Agreement shall continue in full force and 
effect and be construed and enforced as if such provision had not been included or had been 
modified as above provided. 
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TimeClock Plus 
Service Level Agreement - Addendum 

 
This Service Level Agreement is an addendum to the Master Licensing Agreement or Perpetual 
Licensing Agreement – EULA, hereafter referred to as the “Licensing Agreement”, made and 
entered into by and between TimeClock Plus, LLC (“TCP”) and Client.  TCP reserves the right to 
continuously improve the Support and Maintenance and to adapt such services to changes in 
technology and to TCP’s business environment.  Solely for these purposes, TCP reserves the right 
to modify, elaborate, remove or add to some or all of the provisions of  these Service Level 
Agreement terms at TCP’s sole discretion and without further notice, provided that any such 
improvement or adaptation shall not result in a diminution of the overall level of service.  All Support 
and Maintenance will be provided in accordance with applicable data protection laws and the 
Privacy Policy which can be found at www.timeclockplus.com/privacy. 
 
 
1.  Definitions.  Capitalized terms herein, but not included in this Section 1, shall have the 
meaning set forth in the Licensing Agreement and/or attached Addendums. 
 

1.1 “24/7 Support” means continuous service is provided for twenty-four hours per day, 
seven days per week, and throughout the year. 

 
1.2  “Issue” means a failure of the Software to substantially conform to the functional 

specifications set forth in TCP published documentation. 
 
1.3  “Major Release” means a release in which the version number to the left of the first 

decimal point increases (e.g., 7.0 to 7.1). 
 
1.4  “Minor Release” means a release of the Software in which the version number to 

the right of the first decimal point increases (e.g., 7.0 to 7.1). 
 
1.5 “On Premise” means an installation of TCP’s software application(s) in Client’s 

data center, whether at Client’s physical location or in Client’s private hosted cloud. 
 
1.6 “Response Time” means the time period in which the assigned support resource 

shall provide Client with an initial technical response as a result of an Issue reported by Client. 
 
1.7  “Software” means the certain software program(s) purchased by Client.  Software 

includes both On Premise and cloud hosted (“TCP Services as defined in the Licensing 
Agreement”) software programs. 

 
1.8   “Standard Support” means the Standard support level of Support and Maintenance 

as set out in Section 3. 
 

1.9 “Standard Support Hours” means the hours between 7:00 am CST and 7:00 pm 
CST, excluding Saturday, Sunday, and TCP recognized employee holidays.   
 

1.10  “Support and Maintenance” means the support and maintenance services to be 
provided by TCP to the Client in accordance with purchased Hardware and/or Software Support 
and Maintenance Agreement.  All Support and Maintenance will be provided to Client in accordance 
with the terms of the Hardware and/or Software Support and Maintenance Agreement and the 
terms of this Service Level Agreement. 
 

1.11  “Support Plan” means the specific Software and/or Hardware Support and 
Maintenance Agreement that has been purchased by Client. 
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1.12  “Term” has the same meaning as defined in the Order Form or Licensing 
Agreement. 
 

1.13  “Updates” means service packs, patches, hot fixes, or workarounds for a particular 
version of the Software. “Updates”, includes Minor Releases but excludes any Major Releases or 
other releases of the Software or any other products that TCP, in its sole discretion, licenses 
separately for an additional fee. Major Releases will be provided according to the Support Level 
the Customer purchases from Service Provider. All Updates and Major Releases are licensed to 
Customer and subject to the terms and conditions of the License Agreement. If there is no such 
agreement, then the terms accompanying the Software will govern. 
 

1.14  “Workaround” means a modification or “patch” for a particular version of the 
Software, which may be of a temporary or interim nature, to help cure or avoid an Issue. 
 
2.  Support and Maintenance Services.  In consideration of the Client’s payment of the 
applicable fees related to the Client selected Support Plan(s), Service Provider agrees to provide 
Support and Maintenance for the duration of the Term, and solely for the Software and/or 
Supported Hardware. 
 
3.  Software Support and Maintenance.   
 

3.1  Software Maintenance. TCP shall use commercially reasonable efforts to maintain 
the Software so that it operates without Issues.  Software maintenance includes the Software 
features that TCP makes generally available to its Client base during the applicable Term.  These 
Software features, include Minor Releases, Major Releases, and Updates to the Software. 
 
3.2 Software Support.  Support Services include: 
 

3.2.1 Information gathering and analysis of Software to identify Issues; 
 
3.2.2 Chat, email, or telephone consultation regarding the use and operation of the Software that 
does not rise to the level of training;  
 

3.2.3 Configuration changes for the Software;  
 
3.2.4     Repair or replacement of open source software with functionally equivalent software; and 
3.2.5    Issue correction in accordance with the Support Response Time Goals below. 
 

3.3  Severity Classification and Response Time Goals. Issues are classified according 
to severity of impact on the use of the Software, according to the Support Response Time Goal 
chart below. All disputes regarding severity classification will be resolved by TCP in its sole 
discretion. 
 
4. Hardware Support and Maintenance. 
 
4.1 Hardware Maintenance.  TCP shall use commercially reasonable efforts to maintain the 
Supported Hardware so that is operates without Issues.  Hardware maintenance include the 
Updates that TCP generally makes available to its Client base during the applicable Term.  
Hardware maintenance also includes replacement services as defined in the Hardware Support 
and Maintenance Agreement. 
 
4.2 Hardware Support.  Support Services include: 
 

4.2.1 Information gathering and analysis of Supported Hardware to identify 
Issues; 
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4.2.2 Chat, email, or telephone consultation regarding the use and operation of the Supported 
Hardware that does not rise to the level of training;  
 

4.2.3 Configuration changes for the Supported Hardware;  
 
4.2.4    Issue correction in accordance with the Support Response Time Goals below. 
 

4.3  Severity Classification and Response Time Goals. Issues are classified according 
to severity of impact on the use of the Supported Hardware, according to the Support Response 
Time Goal chart below. All disputes regarding severity classification will be resolved by TCP in its 
sole discretion. 
 
 

Support Response Time Goals 
 

Severity Impact Response Time Goal 

Level 1 
 

Production system is down, impacting 
all applications and associated 
business systems. No Workaround 
exists. 

A Level 1 Issue will immediately be 
assigned to a TCP support 
technician who will contact Client 
within one (1) business hour with an 
initial response. The support 
technician will then work without 
interruption on the Issue until a 
resolution is reached, either in the 
form of a complete fix, or an interim 
Workaround solution that will cause 
the level of urgency to drop to Level 
2. 
 
Level 1 Issues qualify for 24/7 
Support for Clients who have 
purchased this Support Plan. 

Level 2 

Production system performance is 
degraded, but operational; Issue 
affects essential functions and no 
Workaround exists; or Issue is 
blocking critical systems tests or 
deliverables. 

A Level 2 Issue will immediately be 
assigned to a TCP Support 
Technician who will contact Client 
within two (2) business hours with 
an initial response. The support 
technician will then work without 
interruption during standard support 
hours until a resolution is reached, 
either in the form of a complete fix, 
or an interim Workaround solution 
that will cause the level of urgency 
to drop to Level 3. 
 
Level 2 Issues qualify for 24/7 
Support for Clients who have 
purchased this Support Plan. 
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Level 3 
General product questions relating to 
development, feature issues, or 
Documentation. 

A Level 3 Issue will be assigned to a 
TCP Support Technician who will 
contact Client within one (1) 
business day with an initial 
response.  The support technician 
will work on the issue during 
Standard Support Hours. 
 
Level 3 Issues do not qualify for 
24/7 Support for Clients who have 
purchased this Support Plan. 

 
 
5.  Obligations of Client 
 

5.1  Support Contact. All communications relating to Support and Maintenance will be 
supervised, coordinated, and undertaken by a primary Client contact unless additional contacts are 
designated as an approved contact persons by Client’s primary contact.  Issues related to the 
security of Clients Data, including but not limited to, password resets, may require approval of 
Client’s primary contact. 
 

5.2  Pre-Call Procedures. Prior to requesting support fromTCP, Client shall comply with 
all published operating and troubleshooting procedures for the Software. If such efforts are 
unsuccessful in eliminating the Issue, Client shall then promptly notify TCP of the Issue. Client shall 
confirm that the following conditions are true before contacting Service Provider for support: 
 

5.2.1  If possible, the situation giving rise to the Issue is reproducible in the 
Software; 

 
5.2.2  The Client contact has the technical knowledge regarding the Software, 

any other software or hardware systems involved, and in the facts and circumstances surrounding 
the Issue; 
 

5.2.3  The entire system, including all Software and Supported Hardware, is 
available to the Client contact during any communication with the assigned TCP support technician; 
and 
 

5.2.4 If requested and required, Client must make available to TCP a technical 
representative during Standard Support Hours for all Issues. TCP reserves the right to suspend all 
work relating to any Issues during periods for which the Client does not provide access to Client’s 
technical representative or requested data to continue to work on the Issue. 
 

5.3  Remote Connection. If appropriate, Client will cooperate with TCP to allow and 
enable TCP to perform Support and Maintenance via remote connection using standard, 
commercially available remote control software. On Premise Clients will be solely responsible for 
instituting and maintaining proper security safeguards to protect Client’s systems and data. 
 

5.4 Disclaimer. TCP shall not be responsible for providing Support and Maintenance, 
Updates, or any other support and maintenance to the extent that Issues arise because Client (i) 
misuses, improperly uses, mis-configures, alters, or damages the Software; (ii) uses the Software 
with any hardware or software not recommended or sold by TCP; (iii) uses the Software at any 
unauthorized location; (iv) fails to install an Update to the Software if such Update would have 
resolved the Issue; or (v) otherwise uses the Software in a manner not in accordance with the 
License Agreement. 
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6.  Limitations of Support and Maintenance Services. 
 

6.1  Non-Compliance Problems. If Client notifies TCP of a problem and TCP correctly 
determines that the problem is due to Client’s incorrect or improper use of the Software or failure 
to comply with the terms of the License Agreement an attached Addendums, the resolution of such 
problem is not covered by Support and Maintenance. However, TCP may provide additional 
services to correct the problem pursuant to a separate Statement of Work. 
 

6.2  Release Support Period. TCP shall support a release of the Software if such 
release (i) was made generally available during the previous twenty-four (24) months.  TCP may 
extend Support and Maintenance to prior Major Releases and Minor Releases at its sole discretion.  
 

6.3  Third-Party Products. Support and Maintenance does not cover the operation or 
use of third-party hardware or software or Software modified by any party other than TCP or used 
in any manner in violation of the License Agreement or inconsistent with TCP published product 
documentation. 
 

6.4  Data.  
 

6.4.1 On Premise Clients are encouraged to backup data often and to always 
do so prior to installing any Update. TCP will have no responsibility for loss of or damage 
to On Premise Client’s data, regardless of the cause of any such loss or damage. 

 
 
6.4.2 On Demand Supplemental Terms shall apply to Clients who have 

purchased TCP Services under a Licensing Agreement   
 
7.  Termination; Effects of Termination 
 

7.1 TCP will provide Support and Maintenance services for the Term of the Hardware 
and/or Software Support and Maintenance Agreement as defined by the applicable Order Form. 
For clarity, TCP will provide Client with an option to select a single year or multi-year period of 
coverage; upon selecting such period of coverage, the period selected shall constitute the Term of 
the Support and Maintenance Agreement. Client shall be contractually obligated to pay the fees for 
the full length of the Term and, unless terminated in accordance with the terms herein prior to the 
expiration of the Term, TCP shall be obligated to provide the selected Support Plan to the Client 
for the duration of the Term. 
 

7.2 Termination of Support Terms. If TCP or Client terminates the License Agreement in 
accordance with the terms provided therein, then the Support and Maintenance hereunder will also 
terminate. Further, TCP may terminate this Agreement upon the following conditions: 
 

7.2.1  if Client fails to make any payments due hereunder within ten (10) days 
after TCP delivers notice of default to Customer; 
 

7.2.2  by giving prior written notice to Client if Client fails to perform any material 
obligation required of it hereunder, and such failure is not cured within thirty (30) days from Client’s 
receipt of TCP’s notice to cure such non-performance of material obligation; or 
 

7.2.3  if Client files a petition for bankruptcy or insolvency, has an involuntary 
petition filed against it, commences an action providing for relief under bankruptcy laws, files for 
the appointment of a receiver, or is adjudicated a bankrupt concern. 
 
8. Warranty.  TCP warrants all services performed under this Agreement shall be performed 
in a workmanlike and professional manner. EXCEPT AS OTHERWISE STATED IN THIS 
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AGREEMENT TCP MAKES NO OTHER WARRANTIES, EXPRESS OR IMPLIED INCLUDING 
EXPRESS OR IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR 
PURPOSE, OR NONINFRINGEMENT. 
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On Demand Supplemental Terms 
 
 

1. On Demand Services Level Agreement.  In the event that Client experiences any of the 
service performance issues defined in Sections 2.1 and 2.2 as a result of TCP’s failure to provide 
TCP Services, TCP will, upon Client’s request in accordance with Section 3, credit Client’s account 
as described below.  The Service Credit shall not apply to performance issues (i) caused by factors 
outside of TCP’s reasonable control; (ii) that resulted from any actions or inactions of Client or any 
third parties; or (iii) that resulted from Client equipment or third party equipment that is not within 
the sole control of TCP. 
 
2. Definitions.  For purposes of this Agreement, the following definitions shall apply only to 
the TCP Services.  References to Section numbers in these Supplemental Terms shall apply to 
Sections in these Supplemental Terms, unless expressly provided otherwise. 
 
2.1 “Downtime” shall mean “unplanned” network unavailability within TCP’s United States 
network for thirty (30) consecutive minutes due to the failure of TCP to provide TCP Services for 
such period.  Downtime shall not include any packet loss or network unavailability during TCP’s 
scheduled maintenance of the Internet Data Center(s), network and TCP Services.     
 
2.2 “Performance Problem” shall mean a material deterioration in the performance of the TCP 
Services excluding any Downtime. 
 
2.3 “Service Credit” shall mean an amount equal to the pro-rata monthly recurring connectivity 
charges (i.e., all monthly recurring bandwidth-related charges) for one (1) day of TCP Services. 
 
3. Downtime Periods.  In the event Client experiences Downtime, Client shall be eligible to 
receive a one-time Service Credit for each Downtime period; provided, however, that in no event 
shall Client be entitled to more than two (2) Service Credits for any given calendar day.  For 
example, if Client experiences one (1) Downtime period, then Client shall be eligible to receive one 
(1) Service Credit; if Client experiences two (2) Downtime periods, whether from a single event or 
multiple events, then Client shall be eligible to receive two (2) Service Credits. 
 
4. Performance Problem.  In the event that TCP discovers or is notified by Client that Client 
is experiencing a Performance Problem, TCP will take all commercially reasonably actions 
necessary to determine the source of the Performance Problem. 
 
5. Discovery of Source; Notification of Client.  Within four (4) hours of discovering or receiving 
notice of the Performance Problem, TCP will use commercially reasonable efforts to determine 
whether the source of the Performance Problem is limited to the TCP Services or whether the 
Performance Problem arises from the Client equipment or Client’s connection to the Internet.  TCP 
will notify Client of its findings regarding the source of the Performance Problem promptly after the 
additional four (4) hour period.   
 
6. Correction.  If the source of the Performance Problem is within the sole control of TCP, 
then TCP will use commercially reasonable efforts to remedy the Performance Problem within four 
(4) hours of determining the source of the Performance Problem.  If the source of and remedy to 
the Performance Problem reside outside of the sole control of TCP, then TCP will use commercially 
reasonable efforts to notify the party responsible for the source of the Performance Problem and 
cooperate with it to resolve such problem as soon as possible. 
 
7. Service Credits for Performance Problems.  In the event that TCP (i) is unable to determine 
the source of the Performance Problem within the time periods described in Section 5; or (ii) is the 
sole source of the Performance Problem and is unable to remedy such Performance Problem within 
the time period described in Section 6, TCP will deliver a Service Credit to Client for each four (4) 
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hour period incurred in excess of the time periods for identification and resolution described above; 
provided, however, that in no event shall Client be entitled to more than two (2) Service Credits for 
a given calendar day.   
 
8. Client Must Request Service Credit.  Upon receipt of a written request from Client for a 
prior calendar month requesting information regarding a specific instance of Downtime or 
Performance Problem, TCP will provide Client with a related incident report from which Client may 
determine any Downtime and/or Performance Problems.  In order to receive a Service Credit in 
connection with a particular instance of Downtime or a Performance Problem, Client must notify 
TCP within thirty (30) days from the time Client becomes eligible to receive a Service Credit.  Failure 
to comply with this requirement will forfeit Client’s right to receive a Service Credit for the applicable 
instance of Downtime or Performance Problem. 
 
9. Maximum Service Credit.  The aggregate maximum number of Service Credits to be issued 
by TCP to Client for any and all Downtime and Performance Problems that occur in a single 
calendar month shall not exceed seven (7) Service Credits.  Any Service Credits owed shall be 
issued in the TCP invoice in the month following the Downtime or Performance Problem, unless 
the Service Credit is due in Client’s final month of Service.  In such case, a refund for the dollar 
value of the Service Credit will be mailed to Client.   
 
10. Termination Option for Chronic Problems.  Client may terminate this Agreement and 
without liability or penalty to TCP by notifying TCP within ten (10) days following the occurrence of 
either of the following:  (i) Client experiences more than five (5) Downtime periods in any three (3) 
consecutive calendar month period; or (ii) Client experiences more than eight (8) consecutive 
business hours of Downtime due to any single event.  Such termination will be effective thirty (30) 
days after receipt of such notice by TCP. 
 

  

  

 

[Signature Page Follows] 
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Accepted by: 
 

Client TimeClock Plus, LLC 

By: 

 

By: 

 

Name: 

 

Name: 

 

Title: 

 

Title: 
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Michael K. Moore
 

 

Education 

B.S. Business Education Fort Hays State University 

Hays, KS 

M.S. Sport Administration / University of North Dakota 

Physical Education Grand Forks, ND 

Highlights of Qualifications 

 Thirty-six years of successful experience in building personal relationships
 Thrives in a team environment
 Proven history as a successful leader
 Service oriented, with marked success in both an educational and business setting
 Nine years of professional insurance sales, growing a business from start-up phase to successful

full-service agency
 Expertise in business insurance, group benefits and estate planning
 Experience in marketing and promotion
 Eleven years coaching experience, nine at collegiate level, four as a head coach
 Fourteen years as an athletic director
 Eight years of successful fundraising experience in a higher education setting
 Led athletic department through $500,000 debt recovery effort over four-year period

_________________________________________________________________________________________ 

Professional Experience 

Business Manager – Adventure Properties – Responsible for oversight of business 
operations of the 5 companies under the AP umbrella;  

 Responsible for supervision and oversight of business office activities – cash flow, payables, receivables

 Serve as Human Resources Director – Responsible for hiring, on-boarding, policies and procedures

 Assist w/ Bookkeeping Activities, Tax Filings, LLC Certification

 Personnel Management – Comptroller, construction, maintenance

 Project Manager – oversee various projects within the properties – coordinate the schedules of our

personnel in relation to the various projects

 Serving as General Manager of Bird Hollow RV Park & Resort – responsible for oversight of operations

and current expansion for Spring of 2023

 Grant writer, fundraising letter writer, working on setting up a foundation

 Work Site Safety Coordinator – responsible for implementing work site safety program

 Operations Committee Chairman – responsible for initiating and planning facility improvements
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Executive Director – Pittsburg Family YMCA – Serving as CEO responsible for all 
aspects of the YMCA operation including; 
 

 Responsible for a $1 million operational budget and strategic operations.  

 Supervised 7 directors who are responsible for program areas; dance, gymnastics, volleyball, swim 

team, aquatics, youth sports and group exercise. Responsible for up to 75 employees. 

 Additional personnel management – maintenance, custodial, office manager and sr. program manager. 

 Responsible for oversight of director who manages After School Care and Summer Camp programs. 

 Implemented new software system for membership management, payroll and accounting.  

 Facility Improvements - Working with architect on planning for a complete $25 million renovation.  

 Updated Marketing – implemented new website and social media presence. 

 Worked with local media, newspaper, radio and TV on promotion of Y program and activities.  

 Speaker on multiple occasions at local civic clubs – Morning and Noon Rotary, Kiwanis Club, Chamber 

of Commerce. 

 Lead Y Board of Director’s Committees – budget, finance, membership/marketing, programming and 

facility. 

 Established committees for dealing with and reopening The Y following Covid-19 per government 

guidelines. 

 Developed property owned by The Y for youth fishing and other family outdoor activities. Wrote a grant 

($10,000) and working with KS Game and Fish.  

 Fundraising – wrote 4 grants ($45,000) for program and equipment needs. Raised ($62,500) in two 

months for membership and program assistance for lower income families. Worked with private donor 

to raise $50,000 for operations and another $50,000 to establish a scholarship endowment. Also raised 

$35,000 for new cardio equipment. Experience in working to establish relationships with major donors.  

Established a memorial scholarship fund in the name of a longtime Y member. Cultivated support with 

major donors for multimillion dollar facility renovation.  

 Y Food Program – Lead sponsorship of USDA food program designed to serve youth and generate new 

revenue stream. Wrote 3 grants($32,000) for start-up costs. Served 2000 after school snacks and meals 

per month in first 2 months of operation.  
 Lead planning of $100,000 facility improvement project. Wrote $55,000 grant to fund LED lighting 

project. Also, planned and implemented upgrades of lobby and gymnasium through wall graphics and 

painting.  
 

Athletic Administration – Served as athletic director for an NAIA university 
responsible for all aspects of an intercollegiate athletic program including; 
 
 Budget Management – Responsible for $1.5 million annual athletic department budget. 
 Personnel Management – Responsible for 49 employees, including direct supervision of six head 

coaches, intramural director, sports information director, athletic field manager, administrative 
assistant and assistant athletic director. 

 Served as chairman of numerous coaching search committees coordinating all aspects. 
 Facility Management & Programming – Oversee all programming, scheduling, maintenance, 

preventive maintenance and repairs for wellness center and athletic facilities. 
 Facility Improvements – served as project manager on a variety of projects totaling over $500,000. 
 Leading the planning of a football stadium renovation project to be privately funded. This project 

is still in the planning stages. 
 Worked w/ architects in the planning of renovating existing space for a $600,000 football locker room. 

This project was completed in February 2016.  
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 Worked with HPER staff and architects to plan and oversee construction of $5.8 million 
HPER/Athletic facility.   This includes an office complex, exercise physiology lab, athletic training 
room, weight room and classrooms. This project was completed in March 2016. 

 Involved in planning a $2.2 million campus wide drainage project that included athletic areas. Project 

was completed in the Fall of 2014.  

 Marketing – Work with SID and SIDEARM a professional company specializing in athletic websites 
to design and implement new site for MSU. 

 Member of President’s Cabinet involved in making university-wide leadership decisions. Worked 
closely with Vice-Presidents of Academics, Business and Student Affairs to increase enrollment 
through various incentive programs and greater marketing efforts.  

 

Wellness Center Director – Mayville State - Responsible for overall operations of the 
university/community center. 
 

 Budget Management - Responsible for all aspects of annual operating budget. 
 Personnel Management - Responsible for all employees. 
 Facility Programming – Worked with Wellness Center Coordinator in development of 

programming for members and the scheduling of programs and facility usage. 
 Work with Wellness Center Coordinator to develop strategies for member policy and facility use. 
 Developed a successful advertising program specifically located in the wellness center.  
 Established a wellness center board consisting of community patrons of the wellness center – 

membership has tripled over the past 2 years.   
 Monitor facility maintenance and supervise custodial care.  

 

Development & Fundraising – Mayville State - Developed strategy and implemented 
programs to strengthen athletics. 
 

 Provide oversight, direction and support for booster club.  
 Engineered the turnaround of the booster club that was $100k in debt in 2005 to debt free and is 

now out of deficit spending with a $100,000+ carryover.     
 Partnered with Daktronics and implemented a comprehensive corporate advertising program to 

generate new funds, over $650k over a ten-year period, this involved prospecting and sales. 
 Implemented gym floor advertising opportunities – generating an additional $6,000/yr.  
 Work with foundation in coordinating and executing annual giving concepts involving volunteers, 

university and community.  
 Helped lead booster club membership drive to 25% increase over past four years. 
 Negotiate annually numerous in-kind gifts, trade out and rebate agreements for the benefit of the 

athletic department.  
 Worked with director of development to raise $1.3million for artificial turf for football and 

baseball fields.  Project was completed in 2019.   
   

 

Head Football Coach – Mayville State - Served as head coach for NAIA level university 
responsible for all aspects of football program.   
 

 Coordinated varsity and junior varsity program consisting of 80+ student athletes. 
 Supervised four fulltime coaches and four student coaches and other support personnel. 
 Responsible for daily practice organization and game strategy. 
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 Served as lead media spokesperson, developed game day itineraries, was lead recruiter and public 
relations director for the football program. 

 North Dakota College Athletic Conference - 1990 Conference Champions – only championship 
since 1965.  

 ND College Athletic Conference Coach of the Year – 1990 
 North Dakota Sports Writer’s & Sportscaster’s Coach of the Yr. - 1990 

 
 

 
Professional Associations/Committees 

 
 NAIA - Athletic Director’s Association – Board of Directors 
 NAIA - National Administrative Council – Committee Member  
 National Association of Collegiate Directors of Athletics - Member  
 NAIA Hall of Fame Selection Committee – Member 
 NAIA WBB National Tournament Selection Committee - Member 
 North Star Athletic Association AD Board of Directors – Chairman 
 Member - Pittsburg Noon Rotary 
 Board Member – Kansas State YMCA Alliance 
 Committee – Kansas State YMCA Policy Council 
 Board Member – Pittsburg State University Recreation Advisory Board 

 Committee Member – Community Health Center of SE Kansas – Advisory Committee on  
Diabetes  
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Professional References 
 

Dr. Gary Hagen, President (Retired)   Kim Richie 

Mayville State University    Richie, Rock & Atwood Law Offices 

Mayville, ND       Pryor, OK 

701-430-1129      918-825-4558 

garyhagenmsu@gmail.com      

 

Kip Bollinger      Dr. Larry Burdick, Superintendent - Retired 

Pittsburg YMCA Board of Directors   Pryor Public Schools 

Pittsburg, KS      Pryor, OK 

620-875-8246      918-825-2053 

kbollinger@dittmanninsurance.com 

 

Danny Callison      Terry Lamar 

Cherokee Tribal Council     Pryor City Council 

918-697-9742      918-857-2530 

dannycallison@cherokee.org    tdlamar62@hotmail.com 

 

Terry Aylward 

The Paper 

918-373-2862    
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2023 OK Tackle, Hunting & Boat Show 
Hotel-Motel Allocation Expense Report 

 
Amount Allocated: $5000 

Expenses Submitted: $5000 
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Pryor Area Chamber of Commerce 
100 E. Graham Ave.  

Pryor, OK 74361 
918.825.0157 

info@pryorchamber.com 

Check # Date Payee Description Amount 

 1/30/2023 Montgomery Productions Sponsorship and Advertising $5000.00 

     

     

     

     

     

     

     

     

     

     

     

Total Expenses $5000.00 

2023 OK Tackle, Hunting & Boat Show 
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	02 - City of Pryor Creek Money Purchase - RLLC Proposal
	03 - City of Pryor Creek 403(b) Top Hat - RLLC Proposal
	04 - TPA Fees

	03 - DRAFT- 2022.11_TCP TimeClock Plus License Agreement- City of Pryor Creek
	1. Definitions.
	1.1 “Active Employee” means an Employee that has not been marked as either terminated or suspended within TCP Services for whom Client is required to pay a fee under this Agreement.
	1.2 “Affiliate” means any parent or subsidiary corporation, and any corporation or other business entity controlling, controlled by or under common control with a Party.
	1.3 “Biometric Data” means any information based on an individual’s retina or iris scan, fingerprint, voiceprint, or scan of hand or face geometry, which is used to identify an individual, regardless of how it is captured, converted, stored or shared.
	1.4 “Client Data” means all of Client’s data processed or stored by or transmitted to TCP in connection with the TCP Services, including, without limitation, all Personal Data contained therein.
	1.5  “Designated User” means an individual Employee who is authorized by Client to use the TCP Services on behalf of the Client, and whose Personal Data may be processed or stored by or transmitted to TCP in connection with the TCP Services.
	1.6 “Employee” means Client’s individual employee, worker, consultant, substitute or contractor.
	1.7 “Privacy Policy” means TCP’s Global Data Privacy Policy located at https://www.timeclockplus.com/privacy, as updated from time to time.
	1.8 “Hardware Support and Maintenance Agreement” means any agreement that extends services to current TimeClock Plus terminals, clocks, and biometric devices, and maintenance releases for related products purchased or licensed by the Client from TCP o...
	1.9 “Initial Term” has the meaning set forth in Section 10.
	1.10 “Monthly Employee Fee” means TCP’s then current fees applicable for each of Client’s Employees based on the aggregated Permissions to access and use the TCP Services measured over the course of each calendar month, as outlined on an invoice or Or...
	1.11 “Order Form” means a written document, including, but not limited to, a TCP issued invoice, a TCP issued order form, or a Client issued purchase order, which has been mutually agreed upon and executed by the Parties for ordering products and/or s...
	1.12 “Permissions” means the permission(s) granted to Client’s Employees to access features within TCP Services, as outlined on an invoice or Order Form.  Permissions are applied within the TCP Services by Client’s Designated Users.
	1.13 “Personal Data” means any information that identifies, relates to, describes, is reasonably capable of being associated with, or could reasonably be linked, directly or indirectly, with a particular Employee or Designated User.
	1.14 “Subprocessor” means any third-party entity that processes Personal Data on behalf of TCP and to which TCP discloses Personal Data for a business purpose pursuant to a written contract, provided that the contract prohibits such entity from retain...
	1.15 “Supported Hardware” means any hardware purchased or leased from TCP that is coverable under a Hardware Support and Maintenance Agreement.
	1.16 “TCP Services” means the hosted TimeClock Plus software application hosted by TCP in accordance with TCP’s then-current hosting environment, any associated documentation, and any ancillary services described in this Agreement or an Order Form.
	1.17 “TCP Technology” means the computer hardware, software and other tangible equipment and intangible computer code contained therein used by TCP in the provision of the TCP Services.
	1.18 “Term” has the meaning set forth in Section 10.
	1.19 “Use Fees” means the fees set forth on the applicable invoice or Order Form, including, but not limited to, Monthly Employee Fees and Hardware Support and Maintenance Agreement Fees.

	2. Delivery of Services.
	2.1 TCP Services.  Subject to the terms and conditions of this Agreement and the Privacy Policy, TCP grants to Client, its Affiliates and their Designated Users a limited, non-transferable (except in compliance with Section 22), nonexclusive right and...
	2.2 Client Responsibilities.  Client’s use of the TCP Services is subject to the terms of this Agreement, the Privacy Policy and any additional terms outlined in an Order Form or Hardware Support and Maintenance Agreement, as applicable.
	2.2.1 Access.  Client is responsible for maintaining the confidentiality of Client’s account and password and for restricting access to its computer systems, and Client agrees to accept responsibility for all activities that occur under Client’s accou...
	2.2.2 Restrictions on Use.  Client acknowledges and agrees that Client will not use the TCP Services for the benefit of any third party.  Client agrees not to, not to attempt to, nor allow any third party to: (i) use the TCP Services in any manner tha...

	2.3 Third Party Services.
	2.3.1 Client may require the TCP Services to interoperate with platforms or other online services operated by third parties (“Third-Party Platforms”) pursuant to an agreement between TCP and the operators of such Third-Party Platforms, an agreement be...
	2.3.2 As applicable, Client hereby grants TCP the limited right to access such Third-Party Platforms with Client’s credentials and on behalf of the Client in connection with the performance of the TCP Services.  Client acknowledges and agrees that TCP...

	2.4 Client Data.
	2.4.1 General.  Client hereby grants TCP a worldwide, royalty-free, non-exclusive, limited license to use, host, copy, transmit, display, modify and create derivative works of Client Data for the express purpose of providing the TCP Services.  Client ...
	2.4.2 Restrictions on TCP’s Processing of Client Data.  TCP is expressly prohibited from processing any Client Data for any purpose other than for the specific purpose of performing the TCP Services unless requested by Client or required by applicable...
	2.4.3 Subprocessors.  TCP has appointed Subprocessors for the purpose of providing data hosting and security services.  Client acknowledges and agrees that Subprocessors may process Client Data in accordance with the terms of this Agreement, the Priva...


	3. Data Security.
	3.1 Security Standards.
	3.1.1 TCP shall implement reasonable security procedures consistent with industry standards to protect Client Data from unauthorized access, including without limitation (i) industry-standard encryption of data at rest within TCP’s data centers; (ii) ...
	3.1.2 The Parties shall implement administrative, technical and physical security procedures consistent with industry standards and applicable data protection laws to protect Client Data from unauthorized access, including by adopting access policies ...
	3.1.3 Client is responsible for reviewing the information made available by TCP relating to data security and making an independent determination as to whether the TCP Services meet Client’s requirements and obligations under applicable data protectio...

	3.2 Security Breach Notifications.  TCP will promptly report to Client any unauthorized access to Client Data within TCP’s or its Subprocessors’ systems upon discovery and in accordance with applicable data breach notification laws.  TCP will use dili...
	3.3 Data Backup and Retention.  TCP shall undertake commercially reasonable efforts to backup Client Data with a restore point objective of twenty-four (24) hours.  Client Data shall be backed up and retained in accordance with TCP’s retention policy ...

	4. Data Privacy.  TCP will process Employee Personal Data in accordance with the terms of this Agreement, the Privacy Policy and all applicable data protection laws.  Client must maintain its own data collection, disclosure, retention, and storage pol...
	4.1 Biometric Data.  To the extent that Client collects, captures, stores, or otherwise uses Biometric Data relating to an individual, Client must (i) first inform the individual from whom Biometric Data will be collected, in writing and prior to coll...
	4.2 Requests.  Client agrees to adopt a commercially reasonable policy for managing data requests from Designated Users and Employees, which policy shall safeguard the rights of such data subjects and respect the original purpose of such data collecti...
	4.3 Assistance.  If Client receives a request from a Designated User or Employee to exercise such individual’s rights under applicable data protection laws, and Client requires TCP’s assistance to respond to such request in accordance with applicable ...
	4.4 Client’s Privacy Policy.  Where required by law, Client agrees to adopt a privacy policy in alignment with this Agreement and all applicable laws governing the collection, use, transfer and retention of Personal Data. Client agrees to provide TCP,...

	5. Confidential Information.
	5.1 Each Party (the “Receiving Party”) acknowledges that it will have access to certain confidential information of the other Party (the “Disclosing Party”) concerning the Disclosing Party’s business, plans, customers, software, technology and product...
	5.2 The Receiving Party agrees that it will not use in any way, for its own account or the account of any third party, except as expressly permitted by, or required to achieve the purposes of, this Agreement, nor disclose to any third party (except as...
	5.3 Information will not be deemed Confidential Information hereunder if such information: (i) is known to the Receiving Party prior to receipt from the Disclosing Party, whether directly or indirectly, from a source other than one having an obligatio...

	6. Cooperation With Authorities.  If either Party is requested to disclose all or any part of any Confidential Information under a subpoena or inquiry issued by a court of competent jurisdiction or by a judicial or administrative agency or legislative...
	7. Supplemental Services; Master Agreement.
	7.1 TCP may provide to Client supplemental services in accordance with a Statement of Work or a separate services agreement.
	7.2 Client may elect to purchase additional products and services via Order Forms from time to time.  The Parties agree that this Agreement is a master agreement such that additional transactions, excluding leased hardware, will be governed by the ter...

	8. Use Fees.
	8.1 In consideration for the performance of the TCP Services, Client shall pay TCP the Use Fees.  During the Term, Client will be billed annually in advance an amount equal to charges as indicated in the applicable invoice or Order Form.  All other ch...
	8.2 TCP Services charges will be equal to the number of total Active Employees multiplied by the Monthly Employee Fee which is based on the aggregated Permissions for each Active Employee.  Client is responsible for Monthly Employee Fees for the maxim...
	8.3 Employees added at any time during a calendar month will be charged in full for that billing period.  Because Client is billed in advance for TCP Services, if Client increases its Active Employee count or increases Permissions during a calendar mo...
	8.4 Hardware Support and Maintenance charges will be equal to the percentage set forth in the applicable Hardware Support and Maintenance Agreement multiplied by the total purchase price of the Supported Hardware.
	8.5 Except as set forth in Section 8.6 of this Agreement, after the first anniversary of this Agreement, TCP may increase the Use Fees at any time effective thirty (30) days after providing notice to Client; provided, however, that any such increase w...

	9. Taxes.  As applicable, Client shall, in addition to the other amounts payable under this Agreement, pay all sales, use, value added or other taxes, whether federal, state or local, however named, arising out of the transactions contemplated by this...
	10. Term; Guaranteed Payment.  This Agreement commences on the Effective Date and, unless terminated earlier in accordance with Section 11, will remain in effect for the term specified in the applicable Order Form (“Initial Term”) and then shall autom...
	11. Termination for Cause.  A Party may terminate this Agreement for cause if (i) the other Party breaches any material term or condition of this Agreement and fails to cure such breach within thirty (30) days after receipt of written notice of the sa...
	12. Effect of Termination.  Without prejudice to any right or remedy of a Party with respect to the other Party’s breach hereunder, upon the effective date of any termination of this Agreement:
	12.1 TCP’s obligation to provide the TCP Services shall immediately terminate;
	12.2 after such termination and upon Client’s reasonable request, no later than thirty (30) days from termination, TCP shall provide Client Data to Client in a SQL database file format; and
	12.3 within thirty (30) days of such termination, each Party will destroy or return all additional Confidential Information of the other Party in its possession and will not make or retain any copies of such Confidential Information except as required...

	13. Intellectual Property Ownership.  Subject to the limited rights expressly granted hereunder, TCP reserves all right, title, and interests in and to the TCP Services and TCP Technology, including all intellectual property rights embodied therein, w...
	14. Client Representations and Warranties.
	14.1 Client represents and warrants that (i) it has the legal right to enter into this Agreement and perform its obligations hereunder, and (ii) the performance of Client’s obligations and use of the TCP Services by Client, its Designated Users and Em...
	14.2 Client represents and warrants that all Personal Data included in the Client Data has been collected from all Employees and Designated Users and will be transferred to TCP in accordance with all applicable data protection laws, including, but not...
	14.3 Client represents and warrants that its Affiliates’ use of the TCP Services, if any, shall not relieve Client of any liability under this Agreement, and Client shall be responsible and liable for the acts and omissions of its Affiliates hereunder...
	14.4 In the event of any breach of any of the foregoing representations or warranties in this Section 14, in addition to any other remedies available at law or in equity, TCP will have the right to suspend immediately any TCP Services if deemed reason...

	15. TCP Representations and Warranties.  TCP represents and warrants that (i) it has the legal right to enter into this Agreement and perform its obligations hereunder, and (ii) the performance of its obligations and delivery of the TCP Services to Cl...
	16. Mutual Representations and Warranties.  Each Party represents and warrants that it has implemented a comprehensive written information security program that includes appropriate administrative, technical and physical safeguards to: (i) ensure the ...
	17. Limited Warranty.  TCP represents and warrants that the TCP Services and related products, as described with this Agreement, will perform in accordance with all CP published documentation, contract documents, contractor marketing literature, and a...
	18. Warranty Disclaimer.  EXCEPT FOR THE EXPRESS LIMITED WARRANTY SET FORTH IN SECTION 17 (LIMITED WARRANTY), THE TCP SERVICES ARE PROVIDED BY TCP ON AN “AS IS” BASIS, AND CLIENT’S USE OF THE TCP SERVICES IS AT CLIENT’S OWN RISK.  TCP AND ITS SUPPLIER...
	19. Indemnification.
	19.1 Client hereby acknowledges and agrees that TCP may not be aware of all rights available to Client’s Designated Users or Employees under all data protection regimes.  Client, to the extent permitted by law, shall indemnify, defend and hold harmles...
	19.2 TCP will indemnify, defend and hold harmless Client and its Affiliates (the “Client Indemnitees”) from and against any lawsuit, liability, loss, cost or expense actually incurred or suffered by a Client Indemnitee of every kind and nature to the ...

	20. Liability Limitation.  Except for claims arising out of Section 19.2 (TCP’s Intellectual Property Indemnity) and Section 5 (Confidential Information), in no event shall TCP’s aggregate liability, if any, including liability arising out of contract...
	21. Notices.  Any notice or communication required or permitted to be given hereunder may be delivered by hand, deposited with an overnight courier, sent by email (provided delivery is confirmed), or U.S. Mail (registered or certified only), return re...
	22. Assignment.  This Agreement shall not be assigned by either Party without the prior written consent of the other Party, which shall not be unreasonably withheld; provided, however, that either Party may, without the prior consent of the other, ass...
	23. Continuing Obligations.  Those clauses the survival of which is necessary for the interpretation or enforcement of this Agreement shall continue in full force and effect in accordance with their terms notwithstanding the expiration or termination ...
	24. Marketing.  During the Term hereof, Client agrees that TCP may publicly refer to Client, orally and in writing, as a customer of TCP.  Any other reference to Client by TCP requires the written consent of Client.
	25. Force Majeure.  Except for the obligation to make payments, neither Party will be liable for any failure or delay in its performance under this Agreement due to any cause beyond its reasonable control, including acts of war, terrorism, acts of God...
	26. Dispute Resolution.  For any dispute, controversy or claims arising out of or relating to this Agreement or the breach, termination, interpretation or invalidity thereof or any Invoice, or Order Form, the Parties shall endeavor for a period of two...
	27. Waiver of Jury Trial.  EACH PARTY IRREVOCABLY AND UNCONDITIONALLY WAIVES, TO THE FULLEST EXTENT PERMITTED BY APPLICABLE LAW, ANY RIGHT IT MAY HAVE TO A TRIAL BY JURY IN ANY LEGAL ACTION, PROCEEDING, CAUSE OF ACTION, OR COUNTERCLAIM ARISING OUT OF ...
	28. Class Action Waiver.  THE PARTIES WAIVE ANY RIGHT TO ASSERT ANY CLAIMS AGAINST THE OTHER PARTY AS A REPRESENTATIVE OR MEMBER IN ANY CLASS OR REPRESENTATIVE ACTION, EXCEPT WHERE SUCH WAIVER IS PROHIBITED BY LAW OR DEEMED BY A COURT OF LAW TO BE AGA...
	29. Applicable Law; Jurisdiction; Limitations Period.  This Agreement shall be construed under the laws of the State of Texas, without regard to its principles of conflicts of law.  To the extent permitted by law, no action, regardless of form, arisin...
	30. Counterparts; Facsimile Signatures.  This Agreement may be executed in multiple counterparts, each of which, when executed and delivered, shall be deemed an original, but all of which shall constitute one and the same instrument.  Any signature pa...
	31. Miscellaneous.  This Agreement constitutes the entire understanding of the Parties with respect to the subject matter of this Agreement and merges all prior communications, understandings, and agreements.  This Agreement may be modified only by a ...
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